Интернет и соцсети очень плотно вошли в нашу жизнь. Из них мы черпаем информацию, доверяем им порой, как лучшему другу…К сожалению, этим тоже пользуются злоумышленники…

Несколько подобных фактов было в Дзержинскому районе. Злоумышленники взламывают страницу в соцсети и от имени ее владельца рассылают сообщение с просьбой перечислить деньги. Как правило, в этой ситуации, мошенники пытаются давить на жалость. Недавний пример. Кондровчанин был ошарашен, когда от его имени, с его страницы, ушли десятки сообщений его друзьям по соцсети, с просьбой перечислить деньги на операцию для его близкого родственника, указав номер банковской карты. Хорошо, что граждане, первым делом перезвонили владельцу страницы и выяснили, что он к этому сообщению никакого отношения не имеет.

Еще одна схема мошенников. От друга по соцсети приходит неожиданное сообщение подобного типа: «Дай денег в долг на пару дней». Почему-то, некоторые, верят «на слово» этим сообщениям и не стремятся их перепроверить. Граждане, слепо перечислившие деньги, как правило, оказываются жертвами мошенников и теряют свои средства. И о том, что стали жертвами преступного обмана, они узнавали позже, связавшись с реальным владельцем страницы.

Следует помнить, что получив любое сообщение в соцсети, мессенджере или электронной почте, по иным Интернет-каналам, нужно обязательно перепроверить их! И никогда не перечислять деньги вслепую! Сначала пообщайтесь с реальным владельцем страницы или аккаунта, перезвонив ему по телефону либо встретившись лично.

В общем, семь раз проверь любое сообщение! И поверь – это поможет сберечь Ваши средства и избежать ненужных беспокойств!